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INFORMATION SECURITY POLICY
This policy defines the objectives of information security within Valmet Automotive and 
the strategy to achieve them in compliance with the business strategy. The policy is 
supplemented by procedures, guidelines and standards. The main goal is to build trust 
for all our stakeholders by ensuring security in our delivery throughout the business 
operations and having unified information security practices implemented to enable 
continuous compliance with laws, regulation, business and contractual requirements. 
The policy applies to Valmet Automotive Group and all relevant suppliers and partners. 

• Valmet Automotive is committed to fulfill the information security requirements which are 

pointed by business and information security objectives, applicable laws and regulations and 

risks related to information security. 

• Information security in Valmet Automotive is the responsibility of top management. To ensure 

sufficient resources and level of security, supporting roles, responsibilities and authority have 

been declared and communicated. The constant change of information security environment is 

understood and that is why the management of Valmet Automotive is committed to continuous 

improvement in the field of information security. This is done by measuring the performance of 

information security management system on an annual basis and making required adjustments. 

Information security related issues are communicated to all personnel on a regular basis to raise 

awareness. 

 

• This policy and Valmet Automotive information security management system are aligned with 

the ISO / IEC 27001 standard. 
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